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[bookmark: _Hlk170317898]This policy template is a sample resource that provides structure and baseline content for your hospital emergency code. Use of this resource is a suggestion and not a requirement. 

Subject: Healthcare Facility Emergency Operations           Policy Number: __________
Effective Date: _____________________________           Revision Date: __________ 
Authorized Approval_______________________________________________________ 

 Policy Name: Utility or Technology Interruption 
 
Purpose: To define the procedure by which hospital personnel will initiate a utility and/or a technology interruption.
Application and Scope: All staff within healthcare facility. 

Definitions:  
Utility Interruption: A disruption or failure of essential services that may impact patient care.  
This may include: 
· Power supply such as equipment, lighting.  
· Heating, ventilation, air conditioning that may impact temperature control, air quality, environment. 
· Medical gas systems such as oxygen, nitrogen, or other medical gases. 
· Water and wastewater drainage systems. 
· Steam, natural gas, diesel, etc. 
 
Technology Interruption: A disruption or failure of essential technological systems that may impact patient care and operational efficiency.  
This may include: 
· Audio and/or video communication devices, for example land-line phones, internet connectivity, cellular networks, etc. 
· Cyber-attacks, software or hardware problems. 
· Telehealth or enabled remote medical consultations, video calls between healthcare providers and patients. 
· Artificial Intelligence such as assistive diagnostics, treatment planning, predictive analytics. 
· Open data systems such as data exchange, collaboration, and seamless patient care. 
· Value-based Care, such as value-based care models where reimbursement may be tied to patient outcomes. 
· Electronic Health Record that may hinder data access and care coordination. 
· Non-traditional partnerships, such as collaboration with tech companies or other partners that may impact innovation, data security and patient-related experiences. 

Policy and Responsibilities: Personnel will know the procedure to inform and/or support a utility or technology disruption.

In the event of a utility and/or technology emergency situation, a plain language alert will be utilized to notify and initiate the appropriate individuals and emergency response based on the campus emergency operations plan.  

Upon clearance of the emergency alert, and when safe to do so, a debrief should be considered as soon as possible for continuous quality improvement. 
 
Procedure: 
1.Initiating an Emergency Alert Call: Utility or Technology Interruption 
A staff person who becomes aware of a utility or technology interruption should announce and/or contact the call center staff to initiate the notification process for either ‘Utility’ or ‘Technology’ alert. 
The announcement should include use of the plain language alert and the established alert scripting for the alerts as follows: 
“Facility Alert + Technology/Utility Interruption + location + directions” 
 
· May initiate IT Downtime procedures as outlined (insert location here) 
· Partnership for Health IT Patient Safety (hospital should tailor for applicability)
 
2. Terminating an Emergency Alert Call  
Once the emergency has been effectively managed or resolved and dependent on the emergency operations plan, most emergency alerts call should be canceled.  

A Facility Alert Technology/Utility Interruption + specific technology + location+ “All Clear” may be announced by call center staff to all that received the notification. 
This announcement should be repeated three times. 
 
3. Staff education, including training cadence on this policy may be found under the education and staffing component section under the Scope of Service policy or facility Emergency Operations Manual (insert location here).
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